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Abstract This paper examines methods that can be used to assess the performance of public organiza-
tions and systems designed to process criminal forensic evidence. There is considerable literature devoted to
applying scientific and technical knowledge to criminal forensics techniques, such as DNA, AFIS fingerprint
systems, and IBIS ballistics systems. However, the forensic science literature tends to overlook the nature
and dynamics of organizations and systems responsible for finding, gathering, transporting, and process-
ing physical evidence. How should the performance of these organizations and systems be measured, and
what benchmarks exist for comparing their performance relative to their peers? We present a framework
for establishing performance measures for organizations and systems that process physical evidence. These
measures can serve as a valuable tool for enabling managers to assess the performance of organizations
and systems and to evaluate the impact of reforms.
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Introduction

Various technical methods of processing physical evi-
dence collected from crime scenes have been developed
since the pioneering work of Hans Gross and Edmond Lo-
card more than 100 years ago (Saferstein, 1998). Over the
years an industry has developed for gathering and pro-
cessing physical evidence. We refer to it here as the foren-
sic evidence processing industry, which encompasses po-
lice agencies, coroners, medical examiners, and crime laboratories
that gather and process physical evidence. The industry
also includes the agencies, units, and personnel charged
with securing, transporting, and storing this evidence.

As defined above, the forensic evidence processing in-
dustry is large. In the U.S. alone there are approximately
389 publicly funded crime labs employing 11,900 full-
time equivalent employees, and costing nearly $1.2 billion
to operate annually (Durose 2008). There are more than
17,000 publicly funded police agencies in the U.S., employ-
ing nearly 1.1 million full-time employees (Maguire et al.
1998; Reaves 2007) and costing more than $43.3 billion
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annually (Pastore and Maguire, 2003: Table 1.43.2003).
Finally, there are more than 2,300 death investigation ju-
risdictions in the U.S., served by coroners and medical
examiners (Committee on Identifying the Needs of the
Forensic Science Community, 2009, p. 246). These coro-
ners and medical examiners may also submit evidence
to crime labs, and they generate information that may
contribute to criminal investigations.

Each police agency is capable (at least in theory) of col-
lecting physical evidence, although some do not. As we
will explore shortly, in some instances these local agen-
cies, primarily larger agencies, will process this physical
evidence in their own lab. In other instances they will ei-
ther store the evidence or submit it to an external crime
lab. Not all physical evidence collected at crime scenes is
submitted to crime labs for analysis, although we don’t
know of any studies that assess the percentage of evi-
dence not submitted. Some police agencies adopt a hybrid
approach, analyzing certain types in-house (like finger-
prints or ballistic evidence) and submitting other types
(like DNA) to an external crime lab. Likewise, coroners
and medical examiners may submit evidence such as pro-
jectiles and serological samples to crime labs.

In sum, the forensic evidence processing industry is a
large, expensive undertaking and it is an important part
of the criminal justice system. The industry has come
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160 King and Maguire

Table 1. Percent of Police Agencies with Primary
Responsibility for Lab Functions

Population Fingerprint Crime lab Ballistics
served processing services testing

All sizes 25% 4% 2%
1,000,000 or more 100% 81% 75%
500,000-999,999 96% 50% 50%
250,000-99,999 91% 63% 48%
100,000-249,999 87% 38% 10%
50,000-99,999 67% 21% 3%
25,000-9,999 51% 12% 2%
10,000-24,999 39% 5% 2%
2,500-9,999 27% 2% 1%
Under 2,500 12% 2% 1%

Source: Hickman & Reaves, 2001, p. 7.

under increased attention in recent years after a num-
ber of well-publicized scandals in crime labs (Difonzo
2005). A distinguished panel assembled by the National
Academy of Sciences recently concluded that the industry
needs “an upgrading of systems and organizational struc-
tures, better training, the widespread adoption of uni-
form and enforceable best practices, and mandatory certi-
fication and accreditation programs. The forensic science
community and the medical examiner/coroner system
must be upgraded if forensic practitioners are to be ex-
pected to serve the goals of justice” (Committee on Identi-
fying the Needs of the Forensic Science Community, 2009,
p. 15).

Similarly, another recent report from the Innocence
Project (2009, p. 3) concluded: “Nearly five years after
Congress passed legislation to help ensure that forensic
negligence or misconduct is properly investigated, exten-
sive independent reviews show that the law is largely be-
ing ignored and, as a result, serious problems in crime
labs and other forensic facilities have not been remedied.”
Though some view these critiques as a “wrongful convic-
tion” of the industry, these crises clearly illustrate the
need for forensic systems to develop methods for mea-
suring and documenting their performance (Collins and
Jarvis 2009). These measures will enable systems that per-
form well to demonstrate their performance to key stake-
holders, and systems that perform poorly to diagnose
their weaknesses as an important first step toward im-
proving performance.

Police agencies, crime laboratories, coroners, and med-
ical examiners primarily do the work of forensic evidence
processing; public organizations so far have tended to
avoid or resist the establishment of agency-level perfor-
mance measures or organizational report cards (see Gorm-
ley and Weimer 1999; Maguire 2005; Moore 2002). We
contend that there are two major roadblocks to the estab-
lishment of quality performance measurement in foren-
sic systems. First, there is substantial heterogeneity in the
forensic evidence processing industry, including variabil-

ity in the structure of the organizations and systems that
do the work, as well as in the occupational composition
of the industry. Second, the industry already has in place
a series of quality-control mechanisms that may appear
on the surface to constitute performance measures, but
in reality are poor substitutes. These quality controls may
have value in their own right, but they do not constitute
effective performance measures for reasons that we will
explain shortly.

Industry Heterogeneity

One issue that complicates the development of perfor-
mance measurement is the sheer degree of heterogeneity
in the forensic evidence processing industry. Here we fo-
cus on heterogeneity in both the structure and the oc-
cupational composition of the industry. In the United
States, forensic evidence processing is accomplished by a
fragmented and heterogeneous network of arrangements
between publicly funded police agencies and crime labo-
ratories as well as private laboratories to which some work
(primarily DNA analysis) is outsourced (Childs, Witt, and
Nur-tegin 2009). The majority of crime labs operate at the
state or regional level, and therefore many of them receive
inputs (evidence that needs to be processed) from multiple
agencies. A 2002 study found that among publicly funded
crime labs in the United States, 57.8% were state or re-
gional labs, 18.5% were county, 14.2% were municipal,
and 9.4% were federal labs (Peterson and Hickman 2005).
Some laboratories were independent agencies, some were
contained within police agencies, and others were part
of a larger system of laboratories. Many of them reported
outsourcing to private laboratories for a variety of ser-
vices, primarily DNA analysis (Durose 2008; Peterson and
Hickman 2005; Steadman 2002). Moreover, even within po-
lice agencies and crime laboratories, the responsibility for
forensic evidence processing is often assigned to many dif-
ferent functional niches or special units, some of which
may communicate and work with one another seamlessly,
and others not. Little is known about the interorganiza-
tional arrangements for forensic evidence processing both
within and between agencies.

Fortunately, recent surveys of police agencies and
crime labs in the United States provide a basic glimpse
of the structure of the industry (Childs, Witt, and Nur-
tegin 2009). Only 25% of local police departments in the
United States reported in a 1999 survey that they have pri-
mary responsibility for fingerprint processing (Hickman
and Reaves 2001). The vast majority of police agencies in
the United States are very small, and the size of the organi-
zation (and the size of the population it serves) appears to
be a key determinant of whether police agencies have re-
sponsibility for processing fingerprints. Only 12% of local
police agencies serving populations less than 2,500 have
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Performance of Forensic Systems 161

responsibility for processing fingerprints, compared with
87% of agencies serving populations of 100,000 to 250,000,
and 100% of agencies serving more than a million people.
Only 4% of local police departments provide crime labo-
ratory services, and only 2% provide ballistic testing. But
a similar pattern holds with regard to organizational size
and population served: the larger the policy agency, the
more likely that it has primary responsibility for the func-
tion. Table 1, drawn from Hickman and Reaves (2001, p.
7), illustrates these patterns in more detail. In general,
large police agencies in the United States manage their
own crime laboratories in-house; smaller agencies must
secure forensic services from external crime laboratories.

In another national survey of local police agencies in
the United States in 2000, 20% of respondents reported
having access to automated fingerprint identification sys-
tems (AFIS); 5% reported having “exclusive or shared own-
ership,” while another 15% reported having only a “re-
mote access terminal” (Hickman and Reaves 2003, p. 24).
Similar patterns held with regard to the size of the or-
ganization or its jurisdiction. All of the agencies serving
populations over a million reported having access to AFIS
(whether owned or remote); only 85% of agencies serving
populations of 100,000 to 250,000 had AFIS access, and
only 13% of agencies serving populations under 2,500.

Surveys of publicly funded crime laboratories also re-
veal interesting patterns useful for understanding het-
erogeneity in the forensic industry in the United States.
Although there is a tendency to view all crime laboratory
personnel as the same—the people wearing the white lab
coats—the forensic sciences are comprised of a number
of different scientific disciplines, many with their own
educational requirements, professional associations, and
certification standards. A 2005 survey of crime labs re-
vealed that 58% of employees were analysts or examiners,
13% were managers, 10% were technical support person-
nel, 8% were clerical support personnel, 6% were crime
scene technicians, and 5% held other roles (Durose 2008).
As of April 2009, the Forensic Specialties Board had ac-
credited eight different forensic specialty organizations,
though many others exist (Forensic Specialties Accredita-
tion Board Inc. 2009). The functions performed by these
laboratories also vary widely. While 89% analyzed con-
trolled substances, only 53% performed DNA analysis,
and only 12% handled computer crimes (Durose 2008).
Table 2, taken from Durose (2008, p. 3), illustrates the va-
riety of functions performed by crime laboratories in the
United States. Taken together, these findings suggest that
crime laboratories are complex organizations both occu-
pationally and functionally differentiated in a variety of
ways.

Like crime labs and police agencies, the system in place
for death investigation in the U.S. is also fragmented, con-
sisting primarily of two types of structures: coroners and
medical examiners. According to a recent report by the

Table 2. Percent of Publicly Funded Crime Labs Performing
Various Functions

Function %

Controlled substances 89%
Firearms/toolmarks 59%
Biology screening 57%
Latent prints 55%
Trace evidence 55%
DNA analysis 53%
Toxicology 53%
Impressions 52%
Crime scene 40%
Questioned documents 20%
Computer crimes 12%
Total labs 351

Source: Durose, 2008, p. 3.

National Academy of Sciences (Committee on Identifying
the Needs of the Forensic Science Community 2009, p.
245–246):

In total, there are approximately 2,342 separate
death investigation jurisdictions. Of 1,590 coroner offices
in the United States, 82 serve jurisdictions with more
than 250,000 people; 660 medium-sized offices serve
between 25,000 and 249,999 people; and 848 offices
serve small jurisdictions of fewer than 25,000 people. The
hodgepodge and multiplicity of systems and controlling
statutes makes standardization of performance difficult,
if not impossible.

That same report concludes that fragmentation in
medico-legal death investigation systems limits intera-
gency communication, effectiveness, and the adoption of
best practices.

The heterogeneity and fragmentation of the forensic
evidence processing industry complicates the develop-
ment of performance measures. Whatever measurement
system is adopted will need to be sufficiently flexible to
accommodate a wide variety of systems, structures, and
occupations. While the complexity inherent in the system
for processing criminal forensic evidence in the United
States makes developing performance measures challeng-
ing, we contend that the challenge is both worthwhile
and surmountable.

Current Quality Control Measures

The agencies comprising the forensic evidence processing
system conduct important work and there have been
many attempts to improve their performance. Most of
these attempts have been directed toward crime labs
and their employees and have focused on credentialing
and process improvement. Comparatively little effort has

D
o
w
n
l
o
a
d
e
d
 
B
y
:
 
[
K
i
n
g
,
 
W
i
l
l
i
a
m
 
R
.
]
[
S
a
m
 
H
o
u
s
t
o
n
 
S
t
a
t
e
 
U
n
i
v
e
r
s
i
t
y
]
 
A
t
:
 
1
6
:
4
3
 
9
 
M
a
r
c
h
 
2
0
1
0



162 King and Maguire

been devoted to understanding and improving the role
of police agencies in gathering, securing, processing, or
storing forensic evidence. Efforts to improve the inves-
tigation of death in the U.S. have focused on replacing
untrained or poorly trained coroners with medically
trained medical examiners. Few of the existing quality-
control measures have focused on system-wide outcomes
or the overall performance of forensic systems. In the
parlance of performance measurement, existing mea-
sures focus much more on processes and outputs than
on outcomes (Gormley and Weimer 1999; Hatry 1999;
Maguire 2005).

This myopic focus on process improvement and
credentialing is not surprising, given that between 1972
and 2005 the flagship journal for forensic scientists
(Journal of Forensic Sciences) only published one article with
the word “organization” in the title (an article on the
Italian judicial police; Pisano 1979), two original arti-
cles investigating “management” (Dibdin 2001; Nelson
1990), and zero articles on leadership in crime labs or
police agencies. Topics like organization, management,
leadership, and system performance have been largely
ignored in the forensics literature (for recent exceptions,
see Houck et al. 2009; Speaker 2009a, 2009b). Little
effort has been expended in devising comprehensive,
outcome-based performance measures. Contemporary
discussion of quality-control measurement in forensic
evidence processing is based on four main topics: profi-
ciency testing, accreditation of crime labs, certification
of individuals, and the development of industry guide-
lines. Sometimes these quality control mechanisms are
mistaken for performance measures. We will explain
why that although these mechanisms may be very useful,
they do not constitute effective performance measures.

Proficiency Testing

Most labs undergo periodic proficiency testing of labora-
tory techniques to see if they are conducting analyses ac-
curately (Peterson et al. 2003; Field 1976). A 2002 census of
publicly funded crime laboratories in the U.S. found that
97% engaged in proficiency testing (Peterson and Hick-
man 2005). Almost all of these used “declared tests, a type of
test in which the examiner knows he/she is being tested”
(Peterson and Hickman 2005, p. 11). Fifty-four percent of
labs used random case reanalysis, “where examiners’ com-
pleted prior casework is randomly selected for reanalysis
by a supervisor or another examiner” (Peterson and Hick-
man 2005, p. 11). Only 26% of labs used blind tests in which
“the examiner doesn’t know the sample being analyzed is
a test sample” (Peterson and Hickman, 2005, p. 11).

Although proficiency testing is important, it only
focuses on the technical proficiency of individuals,
not other important elements of laboratory or system
behavior. For instance, one recent study found that a

laboratory produced meaningful results from its IBIS
(integrated ballistics imaging system) analysis of ballistic
evidence, but the results of these analyses routinely
failed to be delivered to the detectives who could use
the information (King and Maguire 2009). Similarly,
many jurisdictions have amassed enormous backlogs
of unprocessed evidence. Thus, performing analysis in
a technically proficient manner is just one part—albeit
an important part—of crime laboratory performance.
As Hadley and Fereday (2008, p. 8) argue, proficiency
testing provides a limited snapshot of performance but
“far too much can be read into the apparent assurance
such schemes provide.” Proficiency tests can serve as an
important component of a more comprehensive suite of
performance measures, but alone they are incomplete
measures of an organization’s or a system’s performance.

Accreditation of Crime Labs

Crime labs may seek voluntary accreditation by the Amer-
ican Society of Crime Lab Directors–Lab Accreditation
Board (ASCLD–LAB) or by other accrediting organizations.
Accreditation is growing rapidly in the crime lab industry.
A 2002 survey found that 71% of publicly funded forensic
crime laboratories were accredited, 61% by ASCLD–LAB
and another 10% by other organizations (Peterson and
Hickman 2005). By 2005, 82% of labs were accredited, 78%
by ASCLD–LAB and another 3% by other organizations
(Durose 2008).

The accreditation process assesses the procedures and
operations of a lab (by reviewing procedures, past cases,
and proficiency testing), as well as the lab’s facilities and
equipment. Accreditation is voluntary and may take a
number of years to complete. Labs must prepare before
initiating the accreditation process; if the accreditation
team notes deficiencies, the lab has up to one year to
remedy the deficiencies. Accreditation lasts for five years,
after which the lab must apply for re-accreditation.

Accreditation is a limited measure of performance be-
cause it focuses heavily on processes rather than out-
comes. Moreover, it is dichotomous: either a lab is accred-
ited or it is not. Performance measures need to be able
to capture a much broader range of variation, preferably
at the ordinal or interval level. A dichotomous “measure”
like accreditation doesn’t allow for a distinction in perfor-
mance between accredited agencies. Accreditation may be
a useful tool for changing operations and procedures, but
it is not a textured measure of performance capable of en-
abling the comparison of labs to one another or tracking
a lab’s performance over time.

Certification of Individual Examiners

Although there is a tendency among outsiders to view all
crime laboratory personnel as the same, the forensic sci-
ences are comprised of a number of different scientific
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Performance of Forensic Systems 163

disciplines, many with their own professional associa-
tions and certification standards. Several organizations,
like the American Board of Criminalists (ABC), certify
individual examiners. This is a certification of proficiency
in performing specific technical tasks, not overall em-
ployee performance. Police officers in some jurisdictions
must meet similar certification standards in specific tasks
like shooting accuracy or pursuit driving. These are impor-
tant tasks to be sure, but meeting these minimum stan-
dards says little about the overall quality of the officer. In-
dividual certification has not diffused widely among crim-
inalistics technicians. For instance, only 19% of fire and
explosion debris forensic analysts reported being certified
by ABC in a 1999 survey (Allen, Case, and Fredrick 2000).
While individual certification is an important component
of improving quality control in crime laboratories, it is
not a substitute for more comprehensive outcome-based
performance measurement systems.

Guidelines and Standards

According to some, guidelines and standards are “the key
to everything associated with ensuring competent per-
formance” in crime labs (Hadley and Fereday 2008, p.
10). A number of industry guidelines and standards have
been established, such as those developed by the FBI’s
various Scientific Working Groups, such as the Scientific
Working Group for Material Analysis and the Technical
Working Group for Fire and Explosives. While the develop-
ment of industry guidelines and standards is important
and potentially useful, these mechanisms remain weak
unless they are coupled with some type of enforcement
mechanism.

While all of these quality control measures have value
in their own right, they do not constitute a coherent
outcome-based performance measurement strategy for
systems designed to process criminal forensic evidence.
One of the biggest problems with existing quality control
approaches is that they are not system-focused; they are
heavily focused on crime labs alone. The forensic evidence
processing system in the United States is heterogeneous
and fragmented. In the journey from crime scene to court-
room, criminal evidence is located, secured, packaged,
transported, analyzed, and reported on by personnel from
multiple agencies and multiple units within those agen-
cies (Childs, Witt, and Nur-tegin 2009). Crime labs are only
as good as the evidence submitted to them. Improperly
collected evidence, evidence that is contaminated or mis-
labeled, or evidence that lacks clear directions from the
police (as to the question at hand) all hamper the quality
of outputs generated by crime labs. Similarly, police and
prosecutors are only able to make effective use of crimi-
nal evidence that is processed accurately and within a suf-
ficient time frame. The results of analyses must then be
routed to the investigators who can act upon these results

to further their investigations. Although it seems implicit
that all of these steps will occur, social science research
shows that sometimes they don’t (King and Maguire 2009;
Schroeder and White 2009). Therefore it is vital to look at
the systems that process physical evidence, not just indi-
viduals, units, or organizations.

In addition, these quality control methods focus largely
on processes and not outcomes. Accreditation, certifica-
tion, standards, and guidelines are all based on the as-
sumption that these mechanisms will improve or sus-
tain performance. Collecting outcome-based performance
measures will allow the industry to begin testing these as-
sumptions. Proficiency testing does hold some promise as
one among many potential sources of performance mea-
surement data. However, declared tests, which are the
most widely used kind of proficiency tests, are of little
value relative to random case reanalysis or blind tests. De-
clared tests are useful for learning whether analysts know
how to use the appropriate procedures, but they are not
useful for knowing whether analysts use those same pro-
cedures when nobody is watching over them.

Organizational Performance Measures

All organizations are designed to produce a product or
provide a service. For example, auto manufacturers pro-
duce cars and school systems educate children. The eas-
iest way to quantify organizational performance is to
measure outputs, such as the number of cars produced
or children educated. Although outputs are often simple
to count, many output-based measures do not truly cap-
ture the performance of an organization (Gormley and
Weimer 1999; Hatry 1999; Mohr 1973). The cars may be
lemons and the graduates may be illiterate. Moreover,
outputs are often susceptible to manipulation by orga-
nizations seeking to improve their image without actu-
ally improving their performance. For instance if school
leaders know their performance will be measured us-
ing graduation rates, they can inflate their graduation
rates by awarding diplomas to students regardless of their
literacy.

An alternative to measuring outputs is to measure out-
comes, or the extent to which an organization accom-
plishes its mission and goals. (Mohr 1973; Simon 1964).
Instead of counting the number of graduates, we should
measure their academic proficiency, their job placement
rates, or their college acceptance rates. Measuring organi-
zational outcomes is not simple, however. First, organiza-
tions seek to achieve multiple goals and thus have multi-
ple outcomes worthy of measurement (Mohr 1973; Simon
1964). Thus, it is better to measure multiple outcomes,
especially in public organizations. Additionally, organiza-
tional outcomes can often be influenced by a wide range of
variables, some of which may not be within the control of
the organization. For instance, crime is not solely within
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164 King and Maguire

the province of the police; it is affected by family struc-
ture, the economy, demographics, and other factors. In
general, the more important the outcome, the greater the
likelihood that it will be influenced by the work of multi-
ple organizations and social forces, and the more difficult
the task of isolating the impact of a single organization
or other causal influence. Some outcomes, which we refer
to as proximal outcomes, can be attributed to the efforts
or effects of a specific organization. Other outcomes are
further removed from an organization, and the direct lin-
eage or causal linkage between the organization and these
outcomes is less clear. We call these distal outcomes. For ex-
ample, high schools hope to produce literate, knowledge-
able graduates, a proximate outcome when measured at
or near the time of graduation. However, we also expect
these graduates to become productive members of soci-
ety, a distal outcome that is both difficult to measure and
to attribute to the efforts of a specific high school.

Because data on outcomes can be difficult to find or
expensive to collect, proxy measures are often used. For
example, we could measure the performance of a pro-
fessional sports team using proxies like the number of
famous athletes the team employs, the previous record of
the athletes, the amount of revenue generated by ticket
and merchandise sales, or attendance at home games. But
all of these performance measures are crude and indi-
rect when compared to more direct outcome-based mea-
sures of performance like the team’s win-loss record. The
selection of appropriate measures of performance is vi-
tal. Focusing on the wrong performance measures can
lead an organization to deploy its resources and ener-
gies on the wrong things, and can harm performance.
Careful analysis of outcome-based indicators of perfor-
mance led to a revolution in how Major League Baseball
teams in the United States are managed. This analytic in-
sight, called sabermetrics, allowed the Oakland A’s base-
ball team to produce a highly successful season against
teams spending more than two times as much money on
players’ salaries (Lewis 2003). Similar results have been
discovered in other industries that have adopted outcome-
based performance measures, including health care, ed-
ucation, air travel, and others (Gormley and Weimer
1999).

Despite challenges involved in crafting outcome-based
measures of performance, these measures can be very use-
ful for improving performance. They provide managers
with feedback useful for making decisions about how
to change operations and structures to improve perfor-
mance. Crime labs and police agencies serve vital and
noble roles in society, and we should endeavor to mea-
sure the effectiveness of these (and other) organizations
in carrying out their roles. Though challenging, measur-
ing performance outcomes is better than the alternative,
muddling along with no clear picture of organizational
performance.

The Rationale for Better Performance
Measures

Accreditation, credentialing, guidelines and standards,
and declared proficiency tests are all important compo-
nents of creating a high-performance system. But none
of these methods is able to measure directly the extent
to which an organization or system is successful at meet-
ing its goals. Creating more textured and detailed perfor-
mance measures is important for three reasons. First, if
we want to conduct comparative analyses of crime labs,
either to see which labs perform better than others, or to
determine the causes or correlates of success, we need bet-
ter measures of performance. Process-based indicators of
performance, such as accreditation and certification, are
not sufficiently nuanced. For example, lab accreditation
is a dichotomous “measure”: labs are either accredited or
not. A recent study found that 82% of publicly funded
labs in the U.S. were accredited by 2005 (Durose 2008).
Yet, not all accredited labs are performing optimally or at
equivalent levels. It would be useful to be able to distin-
guish different levels of performance among accredited
labs. Moreover, process-based measures have not been sub-
jected to empirical scrutiny. Although there is a strong
belief within the field that accreditation standards are
associated with improved performance, other fields have
struggled to demonstrate the linkage between accredita-
tion and beneficial outcomes (e.g., Chen et al. 2003; Miller
et al. 2005; Thompson et al. 2009). Accreditation and cer-
tification are sometimes pursued for their symbolic value
rather than (or in addition to) their substantive value for
improving performance. Adopting outcome-based perfor-
mance measures will provide a useful opportunity to test
the association between performance and process-based
measures like accreditation and certification.

Second, more nuanced measures of performance can
serve as a valuable management tool for tracking perfor-
mance within an organization or system. For instance, per-
formance likely varies across different segments within
a single lab; among the different lab sections, such as
firearms and DNA, but also across competencies, such as
writing reports and working closely with the district attor-
ney’s office and police agencies. More detailed indicators
of performance can help managers determine what fac-
tors promote or impede high performance. Moreover, bet-
ter performance indicators can serve as an early warning
system to help labs and police agencies identify perfor-
mance issues before they grow into much larger crises. In
2008, the Detroit Police Department disbanded its crime
lab after allegations of mishandled analyses surfaced in
the firearms section. Lab employees contended that the
problems were isolated to the firearms section and were
not generalizable to other lab sections, but the scandal be-
came so volatile that it resulted in the disbanding of the
entire lab (Hunter 2008; Kusluski 2008; Williams 2008).
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It is difficult to imagine that the performance deficien-
cies leading to the disbanding of the lab emerged all of a
sudden. Effective performance measures might have been
useful for revealing this crisis in the making before it spun
out of control (King and Maguire 2009).

Third, organizations and systems without valid per-
formance measures are at risk of having reforms and/or
performance measures foisted upon them externally from
sources that may not understand what they do or the con-
text in which they operate (Field 1976, p. 53-54). Externally
imposed measures tend to originate in the aftermath of a
scandal, crisis, or embarrassing media report. During the
1990s, a number of U.S. police agencies (such as Los An-
geles and Cincinnati) were subjected to consent decrees
imposed upon them by the U.S. Justice Department fol-
lowing highly publicized scandals and crises. Externally
imposed performance measures can sometimes do more
harm than good. Well-intentioned (but uninformed) out-
siders may propose or mandate reforms that may not im-
prove system performance or that might generate unin-
tended consequences. Outsiders may not understand the
deeper, more complex processes or problems that pro-
duced the initial error or scandal. The grist for outsiders
bent upon reforming forensic systems appears regularly
in the media. For example, news coverage of falsified
forensic reports or inaccurate analyses have emerged in a
number of locales, including Douglas County, NE (Ferak
2009), Detroit, MI (Williams 2008), and Houston, TX (Hous-
ton Police Dept. 2009). In the absence of appropriate per-
formance measures, forensics managers are at risk of hav-
ing reforms and less than optimal performance measures
foisted upon them. We now propose various performance
indicators for systems that process forensic evidence.

Potential Performance Indicators for Forensic
Systems

We outline three domains of performance indicators for
systems that collect and process forensic evidence. These
indicators can be used to compare the performance of
peer systems, to track performance of systems over time,
to evaluate the effectiveness of reforms or innovations,
and to justify additional funding and resources. We dis-
cuss these performance indicators in a roughly chrono-
logical order in the progression of forensic evidence from
crime scene to courtroom. Table 3 summarizes the three
domains and the indicators within each domain.

Performance Indicators for Crime Scene Processing

Agencies, units, and individuals differ in the skill with
which they find, secure, and process crime scenes. In
some jurisdictions, police officers are responsible for
processing crime scenes. In others, civilian crime scene

Table 3. Potential Performance Indicators for Forensic
Systems

1. Performance Indicators for Crime Scene Processing and Evidence
Storage:

• Ability to find, secure, and process crime scenes
• Ability to locate and package properly physical evidence
• Ability to document crime scenes (sketches, notes, photographs,

etc.)
• Ability to submit properly physical evidence for analysis or

storage
• Ability to properly store and secure evidence (prevent alteration,

destruction, or theft of evidence while stored)
• Ability to dispose of/destroy physical evidence when appropriate
• Proper use of forensics processing by investigators and police

2. Performance Indicators for Analyzing Evidence:
• Speed of analysis
• Size and age of backlogs
• Accuracy of analysis
• Workable ways to expedite and triage cases and analyses
• Ability to properly store and secure evidence (prevent alteration,

destruction, or theft of evidence while stored)
• Ability to dispose of/destroy physical evidence when appropriate

3. Performance Indicators for Information Dissemination, Usage, and
Utility

• Dissemination of information from forensic analyses to
investigators and prosecutors

• Understandability of information for investigators and
prosecutors

• Utility of forensics information for cases, prosecutions, and
clearances

• Availability of forensics information for investigators and
prosecutors

• Overall satisfaction of information consumers (investigators,
prosecutors, judges) with the forensics information they receive

technicians or laboratory analysts play a role as well. The
performance of crime scene personnel during the early
hours of an investigation is crucial and in some cases
their actions determine, in part, the solvability of the
case (Wellford and Cronin 1999). Crime scene personnel
should be assessed based upon their ability to find, secure,
and process crime scenes. Processing crime scenes entails
locating, documenting, and packaging physical evidence,
and ensuring that the process is both legally and sci-
entifically sound. For example, the proper submission
of evidence requires documenting the chain of custody
and ensuring the evidence is not contaminated, altered,
or pilfered between the scene and the lab or evidence
storage facility. The skills that crime scene personnel
exhibit in completing each of these tasks could be gauged
by raters with expertise in criminal investigation and
the forensic sciences. For example, these raters could
periodically attend a random sample of crime scenes
and grade the performance of the police and other crime
scene personnel. Actors at later steps in the process could
also be enlisted to review the performance of personnel at
crime scenes. For example, interviews or surveys of crime
lab personnel, criminal investigators, and prosecutors
could be used to reveal the extent to which crime scenes
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166 King and Maguire

are properly secured or processed or evidence properly
packaged. Some agencies now outsource evidence storage
to outside vendors. Since outsourcing is merely a con-
tractual arrangement for accomplishing the same set of
tasks, the public agencies entering into these agreements
should still be held accountable for them.

The police and crime labs serve an important role as
custodians of physical evidence. Usually evidence is stored
in property lockers located in secure facilities. Physical
evidence must be properly packaged and maintained to
preserve it. For example, evidence cannot get wet or be
subjected to excessive heat and humidity, and it must
be protected from rodents. Furthermore, evidence must
be protected from illicit alteration, pilfering, and theft.
Theft from police evidence storage areas is not unheard
of. During the 1970s, 193 lb. of cocaine and heroin were
stolen from a New York City Police Department property
room (Murphy and Plate 1977). Nearly every major city in
the U.S. has experienced at least one publicized instance
of evidence missing from police property rooms. Finally,
some evidence must eventually be destroyed, and agencies
should be assessed on how well they perform this task.
Property lockers might be searched by auditors to ensure
that items slated for destruction have been properly dis-
posed. Auditors can also document cases where evidence
is recorded as destroyed (such as firearms) but later “reap-
pears” on the street. In sum, all agencies in the forensic
evidence processing system—including police, coroners,
medical examiners, and crime labs—should be assessed
on their ability to properly store, secure, and dispose of
evidence.

The police and investigators could also be judged based
on their use of the forensics processing system. Some
police agencies may have such difficulty in collecting
evidence that they submit little or none, although they
may attend crime scenes containing potentially mean-
ingful physical evidence that ought to be collected and
processed. Others may be reluctant to submit evidence
for processing due to backlogs, processing delays, or
back pressure from overburdened labs. It is important
to identify systems in which evidence is not routinely
collected and submitted for processing. In the 1970s, the
California Justice Department sent short questionnaires
to police officers who had submitted evidence to a crime
lab. The questionnaires asked whether lab personnel
were cooperative and whether the analyses were com-
pleted in a timely and satisfactory manner. The goal of
the survey was to identify and rectify any problems or
misunderstandings between police and lab personnel
(Smith, 1976, p. 14). A study of twelve U.K. police forces
found substantial variation in the proportion of cases
in which forensic evidence was submitted to the crime
lab for processing (Tilley and Ford 1996). A recent study
of homicide investigations in New York City revealed
that even when biological material was gathered from

crime scenes, detectives rarely requested DNA analysis
(Schroeder and White 2009). Research that seeks to shed
light on the decision-making calculus of detectives in
deciding what evidence to collect, what evidence to
submit for processing, and what information to request
from the lab would make a useful contribution.

It seems reasonable to assume that the more forensic in-
formation the police request, the better the results of their
investigations. For instance, a recent field experiment con-
ducted in five U.S. cities concluded that “property crime
cases where DNA evidence is processed have more than
twice as many suspects identified, twice as many suspects
arrested, and more than twice as many cases accepted for
prosecution compared with traditional investigation” (Ro-
man et al. 2008, p. 3). But we know relatively little about
the manner in which investigators use forensic informa-
tion. It is possible that investigators with cases that are
essentially solved (e.g., a suspect has confessed, there are
no loose ends in the case, and the D.A. thinks the case will
be quickly resolved via plea bargain) will not request foren-
sics analysis. Perhaps detectives rely on forensic analysis
for tougher cases or to bolster cases where the suspect is
uncooperative. These are all empirical questions worthy
of research because they have significant implications for
how forensics evidence is used in reality.

Performance Indicators for Analyzing Evidence

Crime labs, coroners, and medical examiners usually con-
duct the analysis of physical evidence. In some instances,
certain types of evidence are processed “in-house” by spe-
cial units within police or law enforcement agencies. Two
common examples are ballistics and fingerprints. More-
over, some analyses are outsourced to contractors—some
public and some private—paid by the originating juris-
diction to handle certain types of analyses like DNA or
toxicology. Regardless of which entity carries out the anal-
yses, we suspect there is tremendous variation in the skill,
quality, and accuracy with which analyses are carried out.
Measuring these differences—either comparatively (com-
paring peer forensic systems to each other) or over time
within a single agency, section, or unit (to detect increases
or decreases in performance, or to evaluate the effective-
ness of reforms)—is a useful exercise for gauging and im-
proving performance.

First, physical evidence should be processed in a timely
manner. The elapsed time between when physical evi-
dence is submitted for analysis and a report is produced
is a useful indicator of performance (Smith 1976, p. 14).
Elapsed time could be calculated for different sections
or units. Another option is to compute a weighted mean
for an entire lab. Any comparative measure of lab back-
log should be sensitive to the fact that analysis time is
dependent on the type and complexity of the analysis.
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Thus, a lab that performs mostly routine analyses that
can be accomplished quickly, such as controlled sub-
stances and toxicology (Peterson and Hickman 2005, p.
8), should not be compared directly to a lab that han-
dles more elaborate, time-intensive analyses such as DNA
or computer forensics (Peterson and Hickman 2005, p. 9)
unless adequate statistical controls are included in the
analysis (Gormley and Weimer 1999; Maguire 2005). The
literature on organizational performance measurement
is sensitive to the need to select comparable “peer” agen-
cies and to use “risk adjustment” procedures to ensure
fairness in comparisons. For example, hospitals use risk-
adjusted mortality rates to account for the fact that they
may serve clientele with differential risks of death (Gorm-
ley and Weimer 1999). Similarly, in comparing the per-
formance of police agencies across cities, criminologists
use risk adjusted homicide rates to account for the fact
that some cities are at greater risk for violent crime than
others, independent of police activities (Maguire 2005).

Speed of analysis is related to another vital measure of
performance: the size and age of backlogs. Backlogs are
ubiquitous in forensics because evidence cannot be pro-
cessed instantaneously and many labs have insufficient
budgets and personnel (Committee on Identifying the
Needs of the Forensic Science Community 2009). More
importantly backlogs differ in their size and how long
the evidence has been awaiting analysis (the time-depth).
Backlogs are defined by the Bureau of Justice Statistics and
West Virginia University’s FORESIGHT project (a forensic
laboratory improvement project) as evidence that has not
been processed within 30 days (Durose 2008; Houck et al.
2009; Peterson and Hickman 2005).

Another cluster of performance indicators deals with
the accuracy of analysis, a topic of great interest recently
(Committee on Identifying the Needs of the Forensic Sci-
ence Community 2009). Proficiency testing offers a feasi-
ble method for determining whether examiners in labs
perform their work accurately (Peterson et al. 2003). De-
clared (or open) proficiency testing is less optimal than
blind or double-blind proficiency testing or random case
reanalysis (Koehler 2008; Lentini 2003; Peterson et al.
2003). The testing should be wide enough in scope to
provide an accurate snapshot of examiners and labs. For
example, if we wanted to measure the performance of the
firearms sections at three crime labs using proficiency
testing, we would need to adopt a careful and compre-
hensive approach that includes all the examiners (or a
representative sample of them) and draws on multiple
tests with different levels of difficulty. Just as in other
statistical quality control efforts, much thought would
need to be invested in selecting the appropriate random
sampling methods.

Labs could also be assessed on their ability to man-
age their caseloads by triaging cases or parts of an anal-
ysis, dropping cases from their workload, and expedit-

ing cases. Some labs, for example, will not analyze ev-
idence unless the case has a suspect or is likely to be
prosecuted. Likewise, some labs permit an agency to can-
cel a planned analysis if that analysis no longer fits the
agency’s needs. These policies represent attempts by labs
to conserve their resources and allocate the efforts of their
employees more judiciously (Durose 2008, p. 7). Further,
some labs have established methods for expediting im-
portant cases to improve the effectiveness of other system
agencies like the police and prosecutors. In the absence
of a workable way to expedite cases, labs run the risk of
being forced to accommodate less effective systems like
responding to crises (“putting out fires”) or to those who
make the most compelling demands (“the squeaky wheel
gets the grease”). Labs could first be assessed on the pres-
ence of a system, such as policies or guidelines for triag-
ing, dropping, and expediting cases. But this would be a
process-based measure. The mere presence of a policy is
one thing, but an effectively implemented policy is some-
thing different. Thus, labs could also be assessed on the
efficiency of their systems for triaging, dropping, and ex-
pediting cases. Lab employees could be surveyed about
how workable they find their agency’s triage and expedit-
ing policies. This determination of efficiency would help
distinguish labs with unworkable or cumbersome policies
from those whose policies improve their efficiency. A sam-
ple of triaged and expedited cases could be reviewed or
analyzed to determine if the policy is actually triaging or
expediting the intended types of cases. It is possible, even
in the presence of a formal policy, that cases appropri-
ate for triage and expediting are handled routinely, just
like any other case. Finally, investigators and prosecutors
could be asked about the track record of labs in triaging,
dropping, and expediting cases. This measure has the ben-
efit of taking into account the systemic nature of forensic
evidence processing.

Performance Indicators for Information
Dissemination and Usage

No matter how accurate the analyses produced by crime
labs or other entities, the analyses are not useful until the
findings are disseminated to, and used by, those who need
the information to conduct investigations and adjudicate
offenders. The dissemination and usage of information
is vital to the success of the criminal justice process.
Therefore, a valuable set of performance indicators is the
extent to which forensics information is transmitted to
the agencies and individuals who need it and the infor-
mation is digestible or “user friendly” (Smith 1976). One
recent study found that IBIS correlations from homicide
and shooting cases were not regularly transmitted to the
appropriate police detectives because the internal police
system for routing this information did not work properly
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(King and Maguire 2009). One source of performance data
could be a survey of investigators that asks to what extent
they receive forensics information when they request
it, how useful the information is, and whether they are
able to resolve their questions or concerns with forensic
examiners. A similar survey of prosecutors could also
yield useful performance information concerning the
utility of forensics information.

Once transmitted, the information must be readily ac-
cessible to anyone involved in the investigation. Some
agencies attempt to ensure that information is available
by requiring that investigators attach copies of reports
and lab results to case folders. Thus, one performance in-
dicator would involve auditing case folders to ensure that
officers include relevant reports. Asking officers and in-
vestigators about their patterns of forensic information
usage to understand what information is most helpful to
investigators and how that information is used could de-
velop another indicator. Furthermore, these queries could
gauge the utility of information provided by forensic ex-
aminations; in other words, is the information useful and
understandable to investigators? For example, investiga-
tors could be queried about specific examples where they
received forensics reports and/or information from foren-
sic analysts. Possible questions could include to what ex-
tent the investigator understood the results of the anal-
ysis, whether the analysis was appropriate for the case
at hand, and the contribution of the information to the
case. These queries could be structured as assessments of
the overall utility of forensics information provided to in-
vestigators, or the queries could probe deeper by asking
about a specific case or cases, perhaps to focus on specific
analyses provided by a lab, coroner, or medical examiner.

Finally, we should assess the utility of forensic informa-
tion for identifying and locating suspects, making arrests,
and producing successful prosecutions. One hypothesis is
that a greater amount of forensics information will result
in the identification of more suspects, more successful
prosecutions, or higher clearance rates. But not all foren-
sic analyses are equal in their effects on case solvability.
For instance, one recent study found that DNA evidence
more than doubled the number of suspects identified and
arrested. That same study found that blood evidence re-
sulted in “better case outcomes than other biological ev-
idence” (Roman et al. 2008, p. 3). One set of performance
indicators could include the proportion of cases in which
a suspect is identified, arrested, and convicted, each cate-
gorized by the types of evidence available.

Analysts routinely produce reports that document the
findings from their analyses. These reports serve as “in-
puts” for other criminal justice agencies, such as the po-
lice, prosecutors’ offices, and courts. Performing timely
and accurate analyses is one step, but converting these
analyses into useful information for other agencies is yet
another source of potential performance indicators for

crime labs. Using a panel of experts to review a random
sample of reports produced could assess the quality of in-
formation produced by forensic analyses. One could also
survey the consumers of this information, such as police
officers, investigators, prosecutors, and judges, to gauge
their satisfaction with the information they receive from
the lab. These are precisely the kinds of performance in-
dicators that emerge when we think of forensic evidence
processing from an interagency or “systems” perspective
rather than the much more limited (and common) ap-
proach of thinking only about agencies and individuals.

Moderators of Performance

Considerable debate in performance measurement circles
has focused on the extent to which agencies and systems
should collect data not only on outcomes, but also on fac-
tors that are likely to influence outcomes. We refer to those
factors as “moderators” of performance. In the context of
police agencies, such moderators might include the ex-
tent to which police officers are trained properly on how
to secure a crime scene, package evidence, or interpret the
results of forensic analyses. In the context of crime labs,
such moderators might include staff morale and turnover,
certifications among analysts, or the quality of the work
environment (Dale and Becker 2004; Smith 1976). In each
instance, however, it is vital to remember that these mod-
erators of performance do not constitute outcomes. The
performance measurement literature does draw a distinc-
tion between primary (or “end”) and secondary (or “interme-
diate”) outcomes. Primary outcomes are the raison d’̂etre of
an organization—its overall mission and goals. Secondary
outcomes are not based directly on the organization’s mis-
sion and goals, but they are still valuable in and of them-
selves. Examples of secondary outcomes might include job
satisfaction, employee health and safety, or adoption of
measures to protect the environment. It may be valuable
to measure secondary outcomes either because they are
intrinsically valuable to the organization or because they
are moderators of primary outcomes.

Discussion & Conclusion

The forensic evidence processing system in the United
States is fragmented and heterogeneous. Cities, coun-
ties, and states have a patchwork set of interagency and
intergovernmental agreements in place for processing
forensic evidence. Moreover, some of this work is out-
sourced to private contractors. The work of this system is
done by multiple agencies and by individuals with widely
varying degrees of competence, training, education,
experience, and professional credentials. The complex-
ity inherent in the system makes it difficult to devise
and implement outcome-based performance measures.
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As a result, the industry relies on other quality con-
trol mechanisms—declared proficiency tests, accredita-
tion, certification, and development of guidelines and
standards—to improve performance.

When performance measures are used, they tend to be
dominated heavily by measures of inputs, processes, and
outputs, not outcomes. For instance, one state crime lab sys-
tem has adopted seven performance measures, only one
of which includes an outcome: the percent of cases more
than 30 days old. The remaining measures may be mean-
ingful to lab managers or budgetary analysts, but they
are not direct measures of performance outcomes. For in-
stance, one of the performance measures is the number
of cases, a classic measure of input. This measure of work-
load may be useful in the numerator or denominator of
ratios intended to measure efficiency (such as the number
of cases completed per analyst), but alone it reveals noth-
ing about a lab’s performance. Other indicators focus on
the number of new positions added, the percent of obso-
lete equipment replaced, and the proportion of employ-
ees attending training sessions. These are all measures of
inputs and processes, but they are not outcome-based per-
formance measures. They may be related to performance
but they do not, by themselves, constitute performance.
Unfortunately, measures of inputs, processes, and outputs
represent the standard approach in the industry for mea-
suring the performance of forensic processing systems.

Our proposed performance measures can be imple-
mented at various levels and in various segments of foren-
sic evidence processing systems. Organizations and sub-
units within organizations could measure some of these
indicators. For example, a police agency that processes
crime scenes and submits and stores physical evidence
(but does not perform forensic analyses) could assess its
ability to secure and process crime scenes; submit use-
ful, well-preserved, and properly packaged physical ev-
idence to a crime lab; and store evidence securely be-
fore trial. Likewise, sections within a crime lab, such as
toxicology, could assess their performance in processing
samples quickly and accurately. Governments at the city,
county, or state levels could use these performance mea-
sures. Government agencies, accreditation bodies, or pro-
fessional associations may be in the best position to as-
sess performance across multiple organizations in one (or
more) jurisdiction(s), such as the police, coroners, or med-
ical examiners, crime labs, and prosecutors. These perfor-
mance indicators could be used to establish benchmarks
for various components of the system. These benchmarks
could, in turn, be used to identify low-performing out-
liers that could then receive remediation. Or benchmarks
could be used to identify high-performing units and or-
ganizations so the high performers could be rewarded
appropriately and serve as a resource for other organi-
zations. Researchers and policy makers could use these
performance indicators to identify the causes and corre-

lates of strong (or weak) performance, and to assess the im-
pact of changes in policy, training, budgets and resources,
and other procedures. Once these performance indicators
have been tested and validated, they could also be inte-
grated into accreditation procedures, a step already taken
in the health care and education sectors (Braun, Koss, and
Loeb 1999; Elmore, Abelmann, and Fuhrman 1996).

Several complexities and constraints will make it chal-
lenging to implement outcome-based performance mea-
surement in forensic systems. Yet many public agencies
struggle with these same kinds of issues. Performance
measurement in the public sector is a vital tool for de-
termining whether the public is getting the high-quality
service that it deserves. Agencies and systems that resist
developing their own performance measures run the risk
of having such measures imposed upon them externally.
Good managers demand high-quality performance mea-
sures. Weak or shortsighted managers fear performance
measures. The forensic system is in a time of crisis, and
results-based performance measurement is one potential
tool for diagnosing and improving performance.
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